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LAW

The protection of personal data is governed by the law on the protection of data with a personal character N° 29 - 2019 of 10

October 2019 and was published in the official journal on 7 November 2019 (the " "). The Law entered into force on the dateLaw

of its approval (25 November 2020).

Beside the Law, there are several sectoral laws or decrees that contain data protection aspects (on cybersecurity, mobile

telecommunications, etc.)

DEFINITIONS

Definition of Personal Data

Any information relating to a natural person identified or identifiable directly or indirectly, by reference to an identification

number or identifiable on the basis of one or more elements specific to his / her physical, physiological, genetic, psychological,

cultural, social or economic identity.

Definition of Sensitive Personal Data

Genetic data, data relating to minors, data relating to offences, criminal convictions or security measures, biometric data and, all

personal data revealing ethnic origin, parentage, political opinions, religious or philosophical beliefs, trade union membership,

gender, health and sex life.

NATIONAL DATA PROTECTION AUTHORITY

The Law provides for the creation of a national data protection Commission by a separate law. This Commission plays an

important role in the Law and its application. However, we are not aware this Commission has been established.

REGISTRATION

The Law requires, save for some exceptions, that the processing of personal data must be notified to the Commission. The

Commission provides a confirmation of receipt of the notification after which the entity that made the notification can start

processing personal data. If some of the data or sensitive personal data and the processing is not prohibited, a prior authorisation

is to be obtained from the Commission. The Commission renders a decision within two months after receipt of the request to

process certain sensitive personal data.

DATA PROTECTION OFFICERS

A data protection officer ( ) needs to be appointed when the datad&#233;l&#233;gu&#233; &#224; la protection des donn&#233;es

procession is done by:
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a public entity;

the nature of the data processing because of its nature, purpose or nature require a regular and systematic follow-up; or

when the data processing is on a large scale for particular data.

COLLECTION & PROCESSING

The collection and processing of personal data can only be carried out with the prior and explicit consent of the person

concerned. Some exceptions apply when the processing is for valid legal reasons, in the public interest, for the performance of an

agreement or to protect the fundamental rights of the person concerned.

TRANSFER

Cross-border transfer of personal data is only allowed if the receiving state offers a similar protection of personal data and the

Commission is notified in advance of the intention to transfer data to a third country.

SECURITY

The Law provides for a detailed overview of security measures that must be taken by the processor of personal data in order to

secure the personal data.

BREACH NOTIFICATION

The processor of personal data must in case of a breach of the security inform the Commission without delay and at the latest

within 72 hours after it identified the breach.

Mandatory breach notification

It is mandatory to notify every breach to the Commission, however, the 72 hours deadline does not apply in case there is no risk

for the rights of the persons concerned. The breach must still be notified, but it must be explained why the breach was notified

more than 72 hours after the identification of the breach.

The persons concerned must also informed of the breach if it poses an important risk for its rights.

ENFORCEMENT

No known cases as far as we know. The Commission is not yet established.

Criminal sanctions apply as well as fines ranging from USD 1,800 to 180,000.

ELECTRONIC MARKETING

Regulated by separate law.

ONLINE PRIVACY

Regulated by separate law.
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KEY CONTACTS

PKM Africa

www.lawpkm.com/

DATA PRIVACY TOOL

You may also be interested in our   to assess your organization's level of data protection maturity.Data Privacy Scorebox
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Disclaimer

DLA Piper is a global law firm operating through various separate and distinct legal entities. Further details of these entities can be

found at .www.dlapiper.com

This publication is intended as a general overview and discussion of the subjects dealt with, and does not create a lawyer-client

relationship. It is not intended to be, and should not be used as, a substitute for taking legal advice in any specific situation. DLA

Piper will accept no responsibility for any actions taken or not taken on the basis of this publication.

This may qualify as 'Lawyer Advertising' requiring notice in some jurisdictions. Prior results do not guarantee a similar outcome.

Copyright © 2022 DLA Piper. All rights reserved.
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